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Additionally, these same account management users can assign system roles 

to accounts. 

The tool is a password restricted subcomponent that requires given roles to 

access functionality. It also allows for account management administration 

of user accounts, including locking or unlocking accounts, enabling, or 

disabling accounts, resetting passwords, email addresses, or other user 

account information, and adding or removing roles from individual accounts. 

All actions within the tool are fully logged with a date and time of action, 

data changed with recorded history, and the user responsible for the change. 

This includes creation of or updates to user accounts, addition of or removal 

from roles, and any emails triggered by the system through new account 

creation, password reset, or account unlock actions. 

8.4. How does the project review and approve information sharing 

agreements, MOUs, new uses of the information, new access to the 

system by organizations within OPM and outside? 

The OPM project team reviews potential situations or arrangements that could 

require information sharing, new uses of the information, and/or new access 

by other organizations regularly. The project team works with the appropriate 

offices within OPM to execute the most appropriate plan or strategy depending 

on the situation. 
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